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นโยบายทางด้านเทคโนโลยีสารสนเทศ 
บริษัท อมรินทร ์คอรเ์ปอเรช่ันส ์จ ากัด (มหาชน) 

-------------------------------------------- 
วัตถุประสงค ์ 

เพื่อใหร้ะบบสารสนเทศของ บริษัท อมรินทร ์คอรเ์ปอเรชั่นส ์จ ากัด (มหาชน) มีความมั่นคง ปลอดภัย 
และมิให้ผู้กระท าด้วยประการใด  ๆ ให้ระบบสารสนเทศไม่สามารถท างานตามค าสั่งที่ก าหนดไว้ หรือท าให ้
การท างานผิดพลาดไปจากค าสั่งที่ก าหนดไว ้หรือใชวิ้ธีการใด ๆ เขา้ลว่งรูข้อ้มลู แกไ้ข หรือท าลายขอ้มลูของบคุคล
อื่นในระบบสารสนเทศโดยมิชอบ  หรือใช้ระบบสารสนเทศเพื่อเผยแพร่ข้อมูลอันเป็นเท็จซึ่งอาจก่อให้เกิด 
ความเสียหายแก่บริษัทฯและเป็นความผิดตามพระราชบัญญัติว่าดว้ยการกระท าความผิดเก่ียวกับคอมพิวเตอร์
ฉบบัปัจจบุนั 
 

 นิยามศัพท ์ 
          “บรษิัทฯ” หมายถึง บรษิัท อมรนิทร ์คอรเ์ปอเรชั่นส ์จ ากดั (มหาชน) 
           “กรรมการผูจ้ดัการ” หมายถึง กรรมการผูจ้ดัการสายธุรกจิต่างๆในบรษิัท ฯ 
           “ฝ่ายเทคโนโลยีสารสนเทศ” หมายถึง ฝ่ายเทคโนโลยีสารสนเทศสายธุรกิจต่างๆ ในบรษิัทฯ 
 “ผู้จัดการฝ่ายเทคโนโลยีสารสนเทศ” หมายถึง ผู้จัดการฝ่ายเทคโนโลยีสารสนเทศสายธุรกิจต่าง ๆ  
ในบรษิัทฯ  
            “ทรพัยส์ิน” หมายถึง ฮารด์แวร ์ซอฟตแ์วร ์และขอ้มูลสารสนเทศบริษัทฯ ภายใตก้ารก ากับดูแลของฝ่าย
เทคโนโลยสีารสนเทศ        
       “ระบบเครือข่าย” หมายถึง เครือข่ายคอมพิวเตอรข์องบริษัทฯ ภายใตก้ารก ากับดูแลของฝ่ายเทคโนโลยี
สารสนเทศ   
       “ผู้ใช้งาน” หมายถึง พนักงาน ลูกจ้างของบริษัทฯ รวมถึงบุคคลอื่นที่บริษัทฯ มอบหมายใหป้ฏิบัติงาน 
ตามสญัญา ขอ้ตกลง หรือใบสั่งซือ้  

“ผูดู้แลระบบ” หมายถึง พนักงานที่ไดร้บัมอบหมายจากผู้จัดการฝ่ายเทคโนโลยีสารสนเทศ ใหม้ีหนา้ที่
รบัผิดชอบในการดแูลรกัษาระบบเครือข่าย ซึ่งสามารถเขา้ถึงโปรแกรมเครือข่าย เพื่อจดัการฐานขอ้มลูของระบบ
เครือข่าย 

 

หน้าทีข่องฝ่ายเทคโนโลยีสารสนเทศ   

• ดแูลทรพัยส์ินทางดา้นสารสนเทศ ของบรษิัทฯ   

• ก าหนดใหแ้หล่งขอ้มูลกลาง (Datacenter Room) เป็นบริเวณที่ตอ้งรักษาความปลอดภัยและจัดใหม้ีการ
ควบคมุการเขา้-ออก เฉพาะผูไ้ดร้บัอนญุาตเท่านัน้  

• ส ารองขอ้มลูอย่างสม ่าเสมอตามขัน้ตอนการปฏิบตัิงานเรื่องการส ารองขอ้มลูและน ากลบัมาใชใ้หม่  

• จดัท าแผนกูร้ะบบสารสนเทศเพื่อสามารถรบัมือกบัอบุตัิภยัที่เกิดขึน้และกูค้ืนระบบใหส้ามารถกลบัมาใชง้าน
ไดต้ามเปา้หมายที่ก าหนด  
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• บรหิารจดัการบญัชีผูใ้ชง้าน และรหสัผ่าน เพื่อใหผู้ใ้ชง้านสามารถใชง้านระบบเครือข่ายและระบบสารสนเทศ
ไดต้ามสิทธิ์ที่ไดร้บั  รวมถึงการจดัการบญัชีผูใ้ชง้านระบบ กลุม่พิเศษ ตามภาคผนวก ก.   

• จัดการ/แก้ไข ปัญหาดา้นเทคโนโลยีสารสนเทศตามขั้นตอนการปฏิบัติงาน การจัดการปัญหา ทางดา้น
เทคโนโลยีสารสนเทศ 

• ตรวจสอบระบบสารสนเทศใหม่ที่ปรบัปรุงเพิ่มเติมหรือติดตัง้ใหม่เพื่อไม่ใหเ้กิดผลกระทบต่อระบบสารสนเทศ 
ก่อนน าระบบนั้นมาติดตั้งใช้งาน   ตามขั้นตอนการปฏิบัติงาน เรื่อง การขอแก้ไขโปรแกรมในระบบ
คอมพิวเตอร ์ 

• ปอ้งกนัตรวจจบัโปรแกรมที่ไม่ประสงคด์ีเช่น ไวรสั เวิรม์ โทรจนั สปายแวร ์ฯลฯ    

• ควบคมุการใชง้านเชื่อมต่อระบบเครือข่ายจากระยะไกล (remote access) 

• ควบคุมการใหบ้ริการของหน่วยงานภายนอก  (Outsource) ที่เก่ียวขอ้งกับระบบสารสนเทศและใหป้ฏิบัติ 
ตามนโยบายทางดา้นเทคโนโลยีสารสนเทศ    

• จดัเก็บขอ้มลูจราจรคอมพิวเตอรต์ามพรบ.ว่าดว้ยการกระท าผิดเก่ียวกบัคอมพิวเตอรฯ์ 
  
นโยบายด้านความมั่นคงปลอดภัยในระบบสารสนเทศ 
1.  การควบคุมการเข้าถึงระบบ (Access control Policy) 

ฝ่ายเทคโนโลยีสารสนเทศ ตอ้งก าหนดการลงทะเบียนบุคลากรใหม่ของบริษัทฯ ควรก าหนดใหม้ีขัน้ตอน
ปฏิบัติอย่างเป็นทางการเพื่อให้มีสิทธิ์ต่าง ๆ ในการใช้งานตามความจ าเป็นและเหมาะสมกับหน้าที่ 
ความรับผิดชอบ รวมทั้งขั้นตอนปฏิบัติส  าหรับ ยกเลิกสิทธิ์การใช้งาน เช่น การลาออก หรือ การเปลี่ยน
ต าแหน่งงานภายในหน่วยงาน  ในระบบคอมพิวเตอร์โปรแกรมประยุกต์  (Application) จดหมาย
อิเล็กทรอนิกส ์(e-mail) ระบบอินเทอรเ์น็ต (Internet)  ระบบเครือข่ายไรส้าย (Wireless LAN) เป็นตน้ 

  
2.  การพิสูจนตั์วตน (Accountability, Identification and Authentication)  

2.1 ผู้ใช้งานมีหน้าที่ ในการป้องกัน  ดูแลรักษาข้อมูลบัญชี ชื่อผู้ใช้งาน  (Username) และรหัสผ่าน  
(Password)  เป็นความลับ  โดยผู้ใช้งานแต่ละคนตอ้งมีบัญชีชื่อผูใ้ชง้าน (Username) ของตนเอง 
หา้มใชร้ว่มกบัผูอ้ื่น รวมทัง้หา้มท าการเผยแพร ่แจกจ่ายท าใหผู้อ้ื่นลว่งรูร้หสัผ่าน (Password)  

2.2  ผู้ใช้งานตอ้งตั้งรหัสผ่านใหเ้กิดความปลอดภัย  โดยรหัสผ่านประกอบดว้ยตัวอักษรไม่น้อยกว่า 7 
ตัวอักษร ซึ่งต้องประกอบด้วยตัวเลข (Numerical character) ตัวอักษร (Alphabet) และตัวอักษร
พิเศษ (Special character)  

2.3  ผูใ้ชง้านตอ้งไม่ใชง้านรหสัผ่านซึ่งเคยใชม้าแลว้ อยา่งนอ้ย 4 รหสัผ่าน  
2.4  ผูใ้ชง้านตอ้งเปลี่ยนรหสัผ่าน (Password) ทกุๆ 90 วนัหรือทกุครัง้ที่มีการแจง้เตือนใหเ้ปลี่ยนรหสัผ่าน  
2.5  ผู้ใช้งานต้องท าการพิสูจน์ตัวตนทุกครั้งก่อนที่จะใช้ทรัพย์สินหรือระบบสารสนเทศของบริษัทฯ  

และหากการพิสูจนต์ัวตนนั้นมีปัญหาไม่ว่าจะเกิดจากรหัสผ่านการโดนล็อคก็ดีหรือเกิดจากความ
ผิดพลาดใด ๆ ก็ดีผูใ้ชง้านตอ้งแจง้ใหผู้ด้แูลระบบทราบทนัที   
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2.6  ผู้ใช้งานไม่ควรให้เครื่องคอมพิวเตอร์จดจ าบัญชีผู้ใช้งาน / รหัสผ่าน (remember password) 
เนื่องจากอาจมีบคุคลอื่นมาใชง้านรหสัผ่านดงักลา่ว ได ้ 

2.7  ผูใ้ชง้านตอ้งรบัผิดชอบต่อการกระท าใดๆ ที่เกิดจากบญัชีของผูใ้ชง้าน (Username) ไม่ว่าการกระท า
นัน้จะเกิดจากผูใ้ชง้านหรือไม่ก็ตาม 

 
3. การบริหารจัดการทรัพยส์ิน (Assets Management)  

3.1 ผูใ้ชง้านตอ้งไม่เขา้ไปในแหลง่ขอ้มลูกลาง (Datacenter Room) ที่เป็นเขตหวงหา้มโดยเด็ดขาดเวน้แต่
ไดร้บัอนญุาตจากผูจ้ดัการฝ่ายเทคโนโลยีสารสนเทศ  

3.2  ผูใ้ชง้านตอ้งไม่น าเครื่องมือหรืออปุกรณอ์ื่นใดเชื่อมเขา้เครือข่ายเพื่อการประกอบธุรกิจสว่นบคุคล  
3.3 ผูใ้ชง้านมีหนา้ที่ตอ้งรบัผิดชอบตามมูลค่าทรพัยส์ินต่อความเสียหายที่เกิดขึน้หากผูใ้ชง้านทรพัยส์ิน  

มาติดตัง้ เปลี่ยนแปลงท าซ า้หรือต่อเติมกบัอปุกรณ ์ของบรษิัทฯโดยไม่ไดร้บัอนญุาตจากฝ่ายเทคโนโลยี
สารสนเทศหรือไม่มีการติดต่อ ประสานงาน และขอค าปรกึษาจากผูด้แูลระบบก่อนติดตัง้ 

  
4.  การบริหารจัดการข้อมูลองคก์ร (Corporate Management)  

4.1  ผูใ้ชง้านตอ้งตระหนกัและระมดัระวงัต่อการใชง้านขอ้มลูไม่ว่าขอ้มลูนัน้จะเป็นของ  บริษัทฯ หรือเป็น
ขอ้มลูของบคุคลภายนอก  

4.2  ขอ้มลูทัง้หลายที่อยู่ภายในทรพัยส์ินของบรษิัทฯถือเป็นทรพัยส์ินของบรษิัทฯ หา้มไม่ใหท้  าการเผยแพร ่
เปลี่ยนแปลง ท าซ า้ หรือท าลาย โดยไม่ไดร้บัอนญุาตจาก กรรมการผูจ้ดัการ  

       
5.  การบริหารจัดการระบบสารสนเทศ (IT Infrastructure Management)  

5.1 หา้มเปิดหรือใช้งาน (Run) โปรแกรมประเภท Peer-to-Peer หรือโปรแกรมที่มีความเสี่ยงในระดับ
เดียวกนั เช่น บิทเทอรเ์รนท ์(Bit torrent) เป็นตน้ เวน้แต่จะไดร้บัอนญุาตจาก กรรมการผูจ้ดัการ 

5.2 ห้ามเปิดหรือใช้งาน (Run) โปรแกรม ทุกประเภทเพื่อความบันเทิงเช่น การดูหนัง ฟังเพลง เกมส์  
เป็นตน้ ในระหว่างเวลาท าการของบรษิัทฯ  

5.3 หา้มกระท าการใดๆ เพื่อการดกัขอ้มลูไม่ว่าจะเป็นขอ้ความ ภาพ เสียง หรือสิ่งอ่ืนใดในเครือข่ายระบบ
สารสนเทศของบรษิัทฯ โดยเด็ดขาด ไม่ว่าจะดว้ยวิธีการใดๆ ก็ตาม  

5.4 หา้มกระท าการใดๆ อนัมีลกัษณะเพื่อจะท าลายระบบจ ากดัสิทธิ์การใช ้(License) ซอฟตแ์วร ์ 
5.5 ห้ามกระท าการใดๆ  อันมีลักษณะซึ่งท าให้ผู้ใช้มีสิทธิ์และล าดับความส าคัญในการครอบครอง

ทรพัยากรระบบมากกว่าผูใ้ชอ้ื่น  
5.6 หา้มกระท าการใดๆ อนัมีลกัษณะเป็นการลกัลอบใชง้านหรือรบัรูร้หสัสว่นบคุคลของผูอ้ื่น ไม่ว่าจะเป็น

กรณีใดๆ เพื่อประโยชนใ์นการเขา้ถึงขอ้มลูหรือเพื่อการใชท้รพัยากรก็ตาม  
5.7 หา้มติดตัง้อุปกรณห์รือกระท าการใดเพื่อใหส้ามารถเขา้ถึงระบบสารสนเทศของบริษัทฯ  โดยไม่ไดร้บั

อนญุาตจากผูจ้ดัการฝ่ายเทคโนโลยีสารสนเทศ  
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5.8 หา้มเผยแพร่ หรือจัดเก็บขอ้มูลที่มีลกัษณะลามกอนาจารและขัดต่อศีลธรรมอันดีและหา้มเผยแพร่
ขอ้มูลภาพตัดต่อเติมหรือดัดแปลงภาพของบุคคลอื่นดว้ยวิธีการใด  ๆ ซึ่งจะท าใหผู้อ้ื่นเสียชื่อเสียง  
ถกูดหูมิ่น ถกูเกลียดชงั หรือไดร้บัความอบัอาย 

5.9 หา้มกระท าการอนัมีลกัษณะเป็นการละเมิดทรพัยส์ินทางปัญญาของผูอ้ื่น 
5.10 หา้มใชท้รพัยส์ินที่เป็นของบรษิัทฯเพื่อประโยชนท์างการคา้ 
5.11 ห้ามกระท าการรบกวน  ท าลาย หรือท าให้ระบบสารสนเทศของบริษัทฯ เกิดการชะลอตัว หรือ 

หยดุชะงกั  
      
6.  การป้องกันโปรแกรมไม่ประสงคด์ี (Preventing Malware)  

6.1  คอมพิวเตอร์ของผู้ใช้งานติดตั้งโปรแกรมป้องกันไวรัสคอมพิวเตอร์  (Anti-virus)ตามที่บริษัทฯ  
ไดก้ าหนด  

6.2  บรรดาข้อมูล ไฟล์ ซอฟต์แวร  ์หรือสิ่งอื่นใดที่ได้รับจากผู้ใช้งานอื่นต้องได้รับการตรวจสอบไวรัส
คอมพิวเตอรแ์ละโปรแกรมไม่ประสงคด์ีก่อนน ามาใชง้านหรือเก็บบนัทกึทกุครัง้  

6.3  ผูใ้ชง้านตอ้งพงึระวงัไวรสัและโปรแกรมไม่ประสงคด์ีตลอดเวลา รวมทัง้เมื่อพบสิ่งผิดปกติผูใ้ชง้านตอ้ง
แจง้เหตแุก่ผูด้แูลระบบ  

6.4  เมื่อผูใ้ชง้านพบว่าเครื่องคอมพิวเตอรต์ิดไวรสั ผูใ้ชง้านตอ้งไม่เชื่อมต่อเครื่องคอมพิวเตอรเ์ขา้สู่เครือข่าย 
และตอ้งแจง้ แก่ผูด้แูลระบบ  

6.5  ห้ามท าการเผยแพร่ไวรัสคอมพิวเตอร์ มัลแวร  ์หรือโปรแกรมอันตรายใดๆ ที่อาจก่อให้เกิดความ
เสียหายกบัระบบสารสนเทศ ของบรษิัทฯ  

 
7.  การใช้งานระบบจดหมายอิเล็กทรอนิกส ์(Electronic mail)  

7.1 ในการลงทะเบียนบัญชีผู้ใช้บริการจดหมายอิเล็กทรอนิกส์  (e-mail) ต้องท าการกรอกข้อมูล 
ค าขอเขา้ใชบ้รกิารจดหมายอิเล็กทรอนิกส ์(e-mail) ของหน่วยงานโดยยื่นค าขอกบัผูด้แูลระบบ 

7.2 ไม่ควรใช้ที่อยู่จดหมายอิเล็กทรอนิกส์ (e-mail address) ของผู้อื่นเพื่ออ่านหรือรับหรือส่งข้อความ 
ยกเวน้แต่จะไดร้ับการยินยอมจากเจ้าของผู้ใช้บริการและใหถื้อว่าเจ้าของจดหมายอิเล็กทรอนิกส์  
(e-mail) เป็นผูร้บัผิดชอบต่อการใชง้าน ในจดหมายอิเล็กทรอนิกส ์(e-mail) ของตน  

7.3  หลังจากการใช้งานระบบจดหมายอิเล็กทรอนิกส์ (e-mail) เสร็จสิน้ควรลงบันทึกออก  (Logout)  
ทกุครัง้  

7.4   การส่งขอ้มูลที่เป็นความลบั ไม่ควรระบุความส าคัญของข้อมูลลงในหัวข้อจดหมายอิเล็กทรอนิกส์  
(e-mail)  
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8.  การใช้งาน อินเตอรเ์น็ต (Internet)  
8.1 ไม่ใชร้ะบบอินเทอรเ์น็ต (Internet) ของหน่วยงาน เพื่อหาประโยชนใ์นเชิงพาณิชยเ์ป็นการส่วนบุคคล

และท าการเข้าสู่เว็บไซต์ที่ไม่เหมาะสม  เช่น เว็บไซต์ที่ขัดต่อศีลธรรม เว็บไซต์ที่มีเนือ้หาอันอาจ 
กระทบกระเทือนหรือเป็นภยัต่อความมั่นคงต่อชาติ ศาสนา พระมหากษัตรยิ ์หรือเว็บไซตท์ี่เป็นภยัต่อ
สงัคม หรือละเมิดสิทธิ์ของผูอ้ื่น หรือขอ้มลูที่อาจก่อใหเ้กิดความเสียหายใหก้บับรษิัทฯ  

8.2 หา้มเปิดเผยขอ้มลูสาคญัที่เป็นความลบัเก่ียวกบังานของบริษัทฯ ที่ยงัไม่ไดป้ระกาศอย่างเป็นทางการ
ผ่านระบบอินเทอรเ์น็ต (Internet)  

  ระวังการดาวนโ์หลด โปรแกรมใชง้านจากระบบอินเทอรเ์น็ต (Internet) การดาวน ์โหลดการอพัเดท 
(Update) โปรแกรมต่างๆ ตอ้งเป็นไปโดยไม่ละเมิดลิขสิทธิ์  

8.3 ในการใชง้านกระดานสนทนาอิเล็กทรอนิกส ์หรือ สื่อสงัคมอิเล็กทรอนิกส ์ไม่เสนอความคิดเห็นหรือใช้
ขอ้ความที่ยั่วยุ ใหร้า้ย ที่จะท าใหเ้กิดความเสื่อมเสียต่อชื่อเสียงของบรษิัทฯ การท าลายความสมัพนัธ์
กบับคุลากรของ หน่วยงานอื่นๆ  

8.4 หลังจากใช้งานระบบอินเทอรเ์น็ต (Internet) เสร็จแลว้ใหปิ้ดเบราเซอรเ์พื่อป้องกันการเข้าใช้งาน  
โดยบคุคลอื่นๆ 

  
9.  การเปิดเผยข้อมูล การยกเลิกหรือสิน้สุดการให้บริการระบบสารสนเทศ  

9.1 ผูจ้ดัการฝ่ายเทคโนโลยีสารสนเทศ อาจเขา้ถึงหรือเปิดเผยขอ้มูลการสื่อสารของผูใ้ชง้าน เพื่อปฏิบัติ
ตามกฎหมาย หรือตอบสนองต่อการเรียกรอ้งที่ชอบดว้ยกฎหมาย เพื่อปกป้องสิทธิ์หรือทรัพยส์ิน 
ของบรษิัทฯ หรือของผูใ้ชง้านอื่น  

9.2  ผูจ้ดัการฝ่ายเทคโนโลยีสารสนเทศ อาจยกเลิกสิทธิการเขา้ใชง้านระบบ หากผูใ้ชง้านมิไดเ้ขา้ใชง้านใน
ระบบเครือข่าย ภายในระยะเวลาติดต่อกนัเกิน 90 วนั  

9.3 ผูจ้ดัการฝ่ายเทคโนโลยีสารสนเทศอาจยกเลิกการใหบ้ริการ หากพบว่าผูใ้ชง้านละเมิดนโยบายการใช้
งาน หรือ ท าใหก้ารใหบ้รกิารระบบเครือข่ายขดัขอ้งโดยไม่ตอ้งแจง้ใหท้ราบลว่งหนา้  

   
10.  ซอฟตแ์วรแ์ละลิขสิทธ์ิ (Software Licensing and intellectual property)  

10.1 บริษัทฯ ไดใ้หค้วามส าคญัต่อเรื่องทรพัยส์ินทางปัญญา ดงันัน้ซอฟตแ์วรท์ี่บริษัทฯ อนุญาตใหใ้ชง้าน
หรือ ที่บริษัทฯ มีลิขสิทธิ์ผูใ้ชง้านสามารถขอใชง้านไดต้ามหนา้ที่ความจ าเป็นและบริษัทฯ หา้มไม่ให้
ผูใ้ชง้านท าการติดตัง้หรือใชง้านซอฟตแ์วร์ อ่ืนใดที่ไม่มีลิขสิทธิ์ หากมีการตรวจสอบพบความผิดฐาน
ละเมิดลิขสิทธิ์ บรษิัทฯ ถือว่าเป็นความผิดสว่นบคุคลผูใ้ชง้านจะ ตอ้งรบัผิดชอบแต่เพียงผูเ้ดียว  

10.2 ซอฟตแ์วร ์(Software) ที่บริษัทฯ ไดจ้ดัเตรียมไวใ้หผู้ใ้ชง้าน ถือเป็นสิ่งจ าเป็นต่อการท างาน หา้มมิให้
ผูใ้ชง้านท าการติดตัง้ ถอดถอน เปลี่ยนแปลง แกไ้ขหรือท าส าเนาเพื่อน าไปใชง้านที่อื่น 
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11. การปฏิบัติตามกฎหมายและข้อบังคับ (Law and Compliance)
บรรดากฎหมายใดๆ ที่ไดป้ระกาศใช้ในประเทศไทย รวมทั้งนโยบายทางดา้นเทคโนโลยีสารสนเทศของ
บรษิัทฯ ถือเป็นสิ่งส  าคญัที่ผูใ้ชง้านตอ้งตระหนกัและปฏิบตัิตามอย่างเครง่ครดัและไม่กระท าความผิด  ดงันัน้
หากผูใ้ชง้านกระท าผิดตามกฎหมายดังกล่าวถือว่าความผิดนั้นเป็นความผิดส่วนบุคคลซึ่งผูใ้ชง้านจะตอ้ง
รบัผิดชอบต่อความผิดที่เกิดขึน้เอง

     ประกาศ ณ วนัที่  1 มกราคม 2569 


